
 

1 
 

 
            

POLICY NAME 
 

POLICY ON ENTERPRISE DATA GOVERNANCE 

Approving Body 
 

Board of Governors  

Initial Approval Date May 21, 2020  
 

Date of last review N/A 
 

 
 

 
Related Documents 
 

 
• Standard on Enterprise Data Classification  

  
• Act respecting access to documents held by public bodies 

and the protection of personal information 
• Act to establish legal framework for information 

technology 
• Archives Act 

 
 

 
PART I – PURPOSE, SCOPE, DEFINITIONS  
 
1.1        Purpose 

In order to manage McGill University’s data as a strategic asset, sound principles of governance 
are required to ensure data quality, integrity, access, security, use, and disposal.  

This Policy on Enterprise Data Governance establishes roles and responsibilities for managing 
McGill University data, as well as more detailed standards for the operational management of 
these data. It also assigns responsibility for overall data governance at McGill University to the 
Data Governance Steering Committee (DGSC). 
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1.2    Scope  

All members of the McGill University Community are responsible for complying with applicable 
law and regulations and University policy with respect to Enterprise Data, as defined below. 

Note about Research Data: 

Research Data is defined as factual information and material, both physical and electronic, 
commonly accepted in the relevant scholarly community as necessary to validate research 
findings including, but not limited to, research proposals, laboratory records, progress reports, 
internal reports, and presentations. Research Data include all information or records of any sort 
related to the application for, performance of, or results obtained from the research in question. 

The classification of Research Data is subject to the University’s governance framework 
promulgated by University policies and regulations, and relevant provincial and federal regulatory 
frameworks, such as those described in the Tri-Agency Statement of Principles on Digital Data 
Management. This Policy and its associated Standards do not apply to Research Data.  

 

1.3  Definitions 

“Data”: Recorded, ordered symbols (e.g., letters, numbers) that carry information. Data are the 
basic building blocks of information and knowledge. There are many types of data that can be 
categorized by form (digital, analog), purpose (thematic, spatial, temporal), processor (numeric, 
text), and media (documents, images, video, audio).  

“Data Domain”: A data domain usually specific to a certain University function that owns the 
system that supports that function. Data domains are specified in the Standard on Enterprise 
Data Governance and can be modified by the DGSC as required and include all data related to 
that function, whether it is used for direct operations, in government reporting, in strategic 
planning, or otherwise. 

 “Enterprise Data”: Any data or records created or received by McGill University employees or 
other constituents in the performance or transaction of University business that are shared by 
Authorized Users across departments. Administrative data collected in the course of the 
University’s research activities covered by McGill’s Regulation on the Conduct of Research, as well 
as the regulations of the research sponsors. Enterprise Data include, but are not limited to, 
machine-readable data, data in electronic communication systems, data in print, and backup and 
archived data on all media. 

“Information”: Data that have  
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2.2         Roles and Responsibilities 

The University is the owner of Enterprise Data. Individual departments, units, or schools bear 
responsibilities for certain defined domains (types) of Enterprise Data. The Data Governance 
Steering Committee (DGSC), Data Trustees, Data Stewards, Data Managers, and those in Technical 
roles perform distinct functions and have particular responsibilities for Enterprise Data as 
described below and in more detail in the Standard on Enterprise Data Governance. 

2.2.1    The Data Governance Steering Committee (DGSC)  

The DGSC is a University committee that is part of the University's IT governance 
structure. The DGSC reports to the Provost and Executive Vice-President (Academic) and 
the Vice-President 
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2.2.4     Data Managers 

Data Managers are subject matter experts designated by Data Stewards and have 
administrative and/or operational responsibilities for the Enterprise Data in a particular 
subject area. Data Managers have day-to-day responsibilities for managing administrative 
processes and establishing business rules for effective data management. 

The Data Manager may authorize or set constraints on specific uses of data within their 
data domain by data users outside the units. Data Managers are accountable for the 
security and quality of the data domains they manage, whether the data are collected or 
maintained directly by the Data Manager (or their staff), by data users in other University 
units or by external parties. Specific responsibilities of Data Managers are defined in the 
Standard on Enterprise Data Governance. 
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